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When was the last time your organization
performed a comprehensive Cyber
Security Risk Assessment?

<2 Years 3+ Years Never

Yes No Partially or
Don’t Know

Yes No Partially or
Don’t Know

Are all company-owned devices
encrypted (laptops, tablets, phones)
including hybrid and remote workers?

Have you implemented SSO?

Yes No Partially or
Don’t Know

Do you have the ability to remote wipe,
suspend, or securely retrieve devices?

Yes No Partially or
Don’t Know

Do you have POLP policy? 

Yes No Partially or
Don’t Know

Do you have VPN or Zero Trust?

Yes No Partially or
Don’t Know

Do you conduct role-specific security
training?

Yes No Partially or
Don’t Know

Do you conduct phishing simulation tests?

Yes No Partially or
Don’t Know

Do you have an Endpoint Security Strategy  
and/or EMM for mobile devices?

This Cyber Risk Assessment template can help you determine if your organization could
benefit from a comprehensive assessment.
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Do you have incident response
procedures?

Yes No Partially or
Don’t Know

Yes No Partially or
Don’t Know

Do you have rules to prevent logins from
specific countries, IPs, and travel?

Have you implemented Data Loss Prevention
(DLP) policies for confidential data?

Yes No Partially or
Don’t Know

Do you have IT compliance requirements? Yes No Partially or
Don’t Know

Do you regularly audit access privileges
and update accordingly?

Yes No Partially or
Don’t Know

Do you have a password management
system and policy?

Yes No Partially or
Don’t Know

If you answer NO or Partially/Don’t
Know to 3 or more questions, you could
benefit from a comprehensive Cyber
Security Risk Assessment from
Conscious.net.  Our holistic approach to
technology can help you prevent cyber
attacks and protect your business
infrastructure and data.  Start the
conversation at conscious.net.


